Cisco Secure Client Installation (macOS)

Description

Need to install the Cisco Secure Client on your macOS devices? FileWave has you covered! Below are the steps to download the
FileWave template, upload your CSC package, and get ready to deploy to your macOS devices.

Ingredients

FW Admin
Cisco Secure Client DMG file
TCC profile for kernel/system extension

Install CiscoSecureClient.fileset.zip

Profile - Approved Cisco Secure Client System and Kernel Extensions.fileset.zip

Directions

1. Download and import the two files into FileWave and create a Fileset Group labeled Cisco Secure Client Install or similar

2. Open the Fileset Install CiscoSecureClient to view its contents. You should see three items - the .dmg placeholder and two

scripts.
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3. Proceed through the Cisco process of creating your CSC-readable DMG file. The one in the template Fileset is an example
and does not contain your XML profile configurations. Please refer to Related Content below to create your Cisco CSC-
readable DMG file.

4. After the completion of the CSC-readable DMG, replace the one in the Fileset with yours

5. Open the install CSC script to modify the names of the updated CSC-readable DMG and the Cisco Secure Client version
number PKG installer to match what you have. If there are spaces, use the correct syntax (i.e., Cisco\ Secure\ Client.pkg).

The script will attach the DMG to the volume of the machine, locate the PKG installer, and extract it to the root directory
(you are welcome to change to a different directory, if desired). Then the script will sleep for 60 seconds to allow installation
of the client and detach the DMG from the machine.


https://kb.filewave.com/attachments/453
https://kb.filewave.com/attachments/455
https://kb.filewave.com/uploads/images/gallery/2025-05/uOY2nOlzbTj4ZARt-filesetconents.png

[ XN J Editing installCSC.sh

installCSC.sh
1 #!/bin/bash
2
3 # Attaches the dmg Volume
4 hdiutil attach /usr/local/etc/FileWaveInstallers/csc-readable.dmg
5
6 # Installs the client pkg installer with settings from the dmg volume
7 installer -pkg /Volumes/Cisco\ Secure\ Client\ 5.0.05040/Cisco\ Secure\ Client.pkg -target /
8 sleep 60
9

10 # Detaches the dmg Volume
11 hdiutil detach /Volumes/Cisco\ Secure\ Client\ 5.0.05040

13 exit @

Line Endings: @ Unix Windows Cancel m

6. Modify the check_profile script and its launch argument to ensure it matches the profile bundle ID. Double-click to open the
Profile and copy the bundle ID.
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‘The values of the command line arguments are set just before the script
execution.

t d line arg , use the.
syntax %FIELD_NAME.

Note: Logfiles will be collected for synchronous non-interactive scripts only.

Apply.

! Reserved by the parent Fieset

7. Save the contents and assign the Fileset group with both Fileset and profile to a few test devices. The Fileset Group will
deploy both profile and Fileset, and once the profile has been installed, the Fileset with your Cisco Secure Client will be
installed.

v @ Cisco Secure Install
" Install CiscoSecureClient 94.7 MB

" Profile - Approved Cisco Secure Client System and Kernel Extensi...

Notes

Be sure to test with a few devices before mass-deploying to your production devices. It's always a good habit to test on a few devices
to confirm the proper installation and configuration of the Cisco Secure Client.
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